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	Date: (1)

	Assessed by: (2)

	Checked / Validated* by: (3)

	Location:  (4)

	Assessment ref no (5)

	Review date: (6)


	Task / premises: (7)
A Generic assessment for: Lone Working Add/delete sections as necessary to customise for your area. The University defines lone working as; “A person working without close or direct supervision and without contact from others. It can take place both out of hours and during the normal working day.”
This risk assessment is a starting point for your assessment and provides examples of hazards and possible control measures while lone working in a variety of different circumstances. Not all of these circumstances may be applicable to your area, and specific risk assessments must be carried out for specific situations/events. It is important to recognise that the control measures must be proportionate to the risk. It is the responsibility of the line manager to ensure a risk assessment is completed, and the responsibility of the individual to ensure that any procedures put in place are adhered to. All incidents/near misses must be reported so they can be monitored. University arrangements and guidance on lone working and the checklist for on campus lone working can be found at http://www.campus.manchester.ac.uk/healthandsafety/CoPs&Guidance.htm#L
If there are any issues such as leaks, break-ins, thefts, intruders, loss of service or any other building safety or security problems while you are in a University building contact security on 0161 306 9966.



	Activity (8)
	Hazard (9)
	Who might be harmed and how (10)
	Existing measures to control risk (11)
	Risk rating (12)
	Result (13)

	Moving around campus/getting to area of work

	Crossing roads etc collision, slips and trips
	Staff, students, visitors, motorists, pedestrians, members of the public may be involved in RTAs, or sustain soft tissue damage, bruising
	· Take care when crossing the road – use dedicated crossing areas where they are available

· Report any defective paving to Estates helpdesk

· Take care not to slip on flyers on the floor, particularly during welcome week
	LOW
	A

	
	Personal attack, theft, violence and abuse from members of the public 
	Staff, students, visitors, members of the public may be subject to physical assault
	· Carry a mobile phone with an adequately charged battery

· Inform office of time when leaving and/or expected time of arrival and call the office if delayed

· Don’t walk through an area you feel uncomfortable with or suspect unsafe for whatever reason

· Stick to well lit paths when it’s dark and don’t take short cuts
· Don’t advertise Ipad, mobile phone and other devices/valuables 

· Try to walk with other people if you feel uncomfortable

· Report all incidents of physical and non-physical assault using the University’s incident report form

http://www.campus.manchester.ac.uk/healthandsafety/index.htm
· Personal attack alarms may be available for use in your area, if so you will need training in their use and they will be maintained regularly
	LOW
	A

	
	Manual handling
	Staff carrying laptops/equipment from one location to another may be susceptible to back injuries
	· Manual handling training available through your local area or from STDU
· Local guidance may be available in your area

· Use trolleys etc to move items where they are available

· Further information on back health at work can be found at: http://www.nhs.uk/Livewell/workplacehealth/Pages/backpainatwork.aspx
	LOW
	A

	
	Lost/unable to find way
	Staff, students, visitors become disorientated and don’t know where to go
	· Carry a campus map if unsure where you are going, and provide visitors with maps

· Carry a mobile phone with an adequately charged battery

· Inform office of time when leaving and/or expected time of arrival and call the office if delayed
	LOW
	A

	Entering and leaving the building

	Personal attack, theft from people outside the building
	Staff may be subject to physical assault
	· When approaching the building check for people lurking around outside – if you are unsure of anyone don’t enter the building and contact security 63966 (number on the back of your staff card) and ask them to attend

· Don’t allow anyone to tailgate you into the building, but if they do (due to delays on automatic doors etc) contact security asap
· When leaving the building carry your mobile phone with you until you reach your car or other means of transport, together with the number for security

· Keep to well lit areas when dark and don’t take short cuts

· Personal attack alarms may be available for use in your area, if so you will need training in their use and they will be maintained regularly
	LOW
	A

	Out in the community/
travelling locally on University business
	Unable to identify location of staff member
	Staff, if unaware of location we can’t assist with their safety and escalate procedures if necessary
	· Shared office calendar in place so that the whereabouts of individuals can be accessed by everyone in the office and includes mobile number and additional contact details (or alternative systems in place)

· Carry mobile phone with an adequately charged battery and set to ring, not silenced, and check your providers website for coverage information in the area

· Buddy system in operation where contact is made with buddy by text, phone or email as agreed prior to departure
· Plan your journey (and include your buddy if applicable) - know where you are going, how you are going to get there

· University travel booking system (Egencia) used to book travel

· Have a contingency plan in the event of disruption to plans (eg the means to purchase alternative travel)

· Information and guidance on safety on transport can be found at:

http://www.suzylamplugh.org/personal-safety-tips/free-personal-safety-tips/transport-safety/
· Information and guidance on safety tips for travelling for work can be found at:

http://www.suzylamplugh.org/personal-safety-tips/free-personal-safety-tips/travelling-for-work/
· Individual risk assessment carried out where necessary
	MEDIUM
	A

	
	Personal attack, theft, violence or abuse from members of the public
	Staff may be subject to physical assault
	· Research the area beforehand to understand the crime rates etc (the threat of violence can be greatly reduced by taking another person with you)
· Plan ahead – know where you are going, how to get there etc

· Carry mobile phone with an adequately charged battery and set to ring, not silenced, and check your providers website for coverage information in the area
· Don’t advertise your valuables, iPad, phone etc

· Keep to well lit areas after dark and don’t take short cuts

· On trains try and avoid empty carriages – move near to other people if you feel uncomfortable on any form of public transport

· Courses on managing conflict are available through STDU

· Information and guidance on keeping safe on the streets can be found at: http://www.suzylamplugh.org/personal-safety-tips/free-personal-safety-tips/safety-on-the-street/
· Personal attack alarms may be available for use in your area, if so you will need training in their use and they will be maintained regularly
· Local escalation process in place, see University guidance for information on the University process http://www.campus.manchester.ac.uk/healthandsafety/CoPs&Guidance.htm#L 

· Individual risk assessment carried out where necessary
	LOW
	A

	
	Driving, breaking down in a remote area with no mobile phone coverage, not taking regular rest breaks, car not maintained sufficiently
	Staff may be stranded in an isolated location, or subject to RTAs
	· Details of vehicles used by lone workers are left with a manager or colleague eg. registration number, make, model, colour

· Carry mobile phone with an adequately charged battery and check your providers website for coverage information in the area
· University arrangements in place for the management of driving at work and can be found at:
http://www.campus.manchester.ac.uk/healthandsafety/CoPs&Guidance.htm#L
	LOW
	A

	Lone working at the University 
	Injury while nobody around, personal danger, lack of knowledge of emergency procedures
	Staff may be subject to injuries resulting in soft tissue damage, bruising or broken bones
	· No working out of office hours unless with prior arrangement with line manager and special arrangements put in place

· Only those with swipe card access are authorised to access the building out of hours
· No personal stereo equipment to be worn as you may not be aware of a situation developing around you 
· If large loads need to be moved, leave them until someone else can help you – don’t struggle on your own

· Any equipment needed can be adequately handled by one person

· No use of ladders that cannot be secured and need a ‘footing’ by a second person

· If you feel unwell do not work alone out of hours, if you are lone working within working hours speak to your line manager

· Any medical conditions to be addressed as part of an individual risk assessment

· Ensure that you are familiar with the first aid arrangements for our area, or call security for first aid assistance

· Ensure that you are familiar with the accident reporting processes

· Ensure you are familiar with the fire arrangements in your building including how to raise the alarm

· There may be an out of hours signing in book in operation in your area

· Telephone number for security is listed on each telephone, and on the back of your staff card

· Any additional local arrangements are documented
· Individual risk assessment carried out for individual situations where necessary
	LOW
	A

	
	Social isolation, lack of supervision
	Staff may be subject to increased stress levels
	· Situations/workloads may become more burdensome when carried out alone, regular communication with line manger where necessary
· Self referral to Occupational Health Service available
· Counselling service available to all members of staff
· University stress policy in place

· Online self help courses available through the Counselling service are free and accessible to all members of staff. The  ‘Beingwell’ course contains a module on stress:

http://www.staffnet.manchester.ac.uk/personalsupport/counselling/self-help/
	LOW
	A

	Reception area/contact with the public on a one to one basis
	Personal attack, theft, violence or abuse from members of the public
	Staff may be subject to physical assault
	· Zero tolerance approach in operation. Make it clear that violence and harassment are unacceptable
· Panic alarms may be installed in local areas, if so there are processes in place for maintenance/testing and what happens when they are activated

· Conflict resolution training provided by STDU
· Glass vision panels may be fitted in doors 
· Telephone contact available at all times
· Where possible moveable items in reception to be made of lightweight material eg. plant plots, leaflet holders etc.
· Processes are in place for the handling of cash in the area

· Courses on managing conflict are available through STDU
· Further information and guidance on frontline working can be found at:

http://www.suzylamplugh.org/personal-safety-tips/free-personal-safety-tips/working-alone/
	LOW

	A


	Action plan (14)

	Ref No
	Further action required
	Action by whom
	Action by when
	Done

	
	Staff to be reminded to plan journey and check for mobile phone coverage
	
	
	

	
	Contingency planning to be addressed in case there is disruption to travel plans
	
	
	

	
	Individual risk assessment completed and validated by the line manager where a need is identified – particularly for new and expectant mothers
	
	
	

	
	Encourage staff full reporting and recording of and adverse incidents relating to lone working


	
	
	

	
	Ensure that staff are physically well enough to work alone and there are no underlying medical conditions that need to be taken into consideration
	
	
	

	
	Ensure that staff are aware of the emergency procedures ie. how to activate the fire alarm, phone numbers to call, who to contact, how to get first aid help
	
	
	

	
	Is there effective communication with the lone worker and has this been arranged and discussed before lone working commences? If so make sure it happens, this is where many systems can fail
	
	
	

	
	The lone worker may need to carry out a risk assessment on a dynamic basis eg. in response to frequent changes and circumstances. Your risk assessment will need to address this together with any training needs 
	
	
	


Notes to accompany General Risk Assessment Form

This form is the one recommended by Health & Safety Services, and used on the University’s risk assessment training courses.  It is strongly suggested that you use it for all new assessments, and when existing assessments are being substantially revised. However, its use is not compulsory. Providing the assessor addresses the same issues; alternative layouts may be used.

(1) Date : Insert date that assessment form is completed.  The assessment must be valid on that day, and subsequent days, unless circumstances change and amendments are necessary.

(2) Assessed by : Insert the name and signature of the assessor.  For assessments other than very simple ones, the assessor should have attended the University course on risk assessments (link to STDU)

(3) Checked / Validated* by : delete one.   

Checked by :  Insert the name and signature of someone in a position to check that the assessment has been carried out by a competent person who can identify hazards and assess risk, and that the control measures are reasonable and in place.   The checker will normally be a line manager, supervisor, principal investigator, etc.  Checking will be appropriate for most risk assessments. 

Validated by : Use this for higher risk scenarios, eg where complex calculations have to be validated by another “independent” person who is competent to do so, or where the control measure is a strict permit-to-work procedure requiring thorough preparation of a workplace.  The validator should also have attended the University’s risk assessment course or equivalent, and will probably be a chartered engineer or professional with expertise in the task being considered.  Examples of where validation is required include designs for pressure vessels, load-bearing equipment, lifting equipment carrying personnel or items over populated areas, and similar situations.

(4) Location : insert details of the exact location, ie building, floor, room or laboratory etc

(5) Assessment ref no : use this to insert any local tracking references used by the school or administrative directorate

(6) Review date : insert details of when the assessment will be reviewed as a matter of routine.  This might be in 1 year’s time, at the end of a short programme of work, or longer period if risks are known to be stable.  Note that any assessment must be reviewed if there are any significant changes – to the work activity, the vicinity, the people exposed to the risk, etc
(7) Task / premises : insert a brief summary of the task, eg typical office activities such as filing, DSE work, lifting and moving small objects, use of misc electrical equipment.  Or, research project [title] involving the use of typical laboratory hardware, including fume cupboards,  hot plates, ovens, analysis equipment, flammable solvents, etc.

(8) Activity : use the column to describe each separate activity covered by the assessment.  The number of rows is unlimited, although how many are used for one assessment will depend on how the task / premises is sub-divided.   For laboratory work, activities in one particular lab or for one particular project might include; use of gas cylinders, use of fume cupboard, use of computer or other electrical equipment, use of lab ovens, hot plates or heaters, use of substances hazardous to health, etc

(9) Hazard : for each activity, list the hazards.  Remember to look at hazards that are not immediately obvious.  For example, use of a lathe will require identification of the machine hazards, but also identification of hazards associated with the use of cutting oils (dermatitis), poor lighting, slipping on oil leaks, etc.   The same activity might well have several hazards associated with it.    Assessment of simple chemical risks (eg use of cleaning chemicals in accordance with the instructions on the bottle) may be recorded here.  More complex COSHH assessments eg for laboratory processes, should be recorded on the specific COSHH forms (link).   
(10) Who might be harmed and how : insert everyone who might be affected by the activity and specify groups particularly at risk.  Remember those who are not immediately involved in the work, including cleaners, young persons on work experience, maintenance contractors, Estates personnel carrying out routine maintenance and other work. Remember also that the risks for different groups will vary.  Eg someone who needs to repair a laser may need to expose the beam path more than users of the laser would do.  Vulnerable groups could include children on organised visits, someone who is pregnant, or employees and students with known disabilities or health conditions (this is not a definitive list). 
For each group, describe how harm might come about, eg an obstruction or wet patch on an exit route is a hazard that might cause a trip and fall; use of electrical equipment might give rise to a risk of electric shock; use of a ultraviolet light source could burn eyes or skin.
  
(11) Existing measures to control the risk : list all measures that already mitigate the risk.  Many of these will have been implemented for other reasons, but should nevertheless be recognised as means of controlling risk.  For example, restricting access to laboratories or machine rooms for security reasons also controls the risk of unauthorised and unskilled access to dangerous equipment.  A standard operating procedure or local rules (eg for work with ionising radiation, lasers or biological hazards) will often address risks.  Some specific hazards may require detailed assessments in accordance with specific legislation (eg COSHH, DSEAR, manual handling, DSE work).   Where this is the case, and a detailed assessment has already been done in another format, the master risk assessment can simply cross-reference to other documentation.  For example, the activity might be use of a carcinogen, the hazard might be exposure to hazardous substances, the existing control measures might all be listed in a COSHH assessment.  Controls might also include use of qualified and/or experienced staff who are competent to carry out certain tasks;  an action plan might include training requirements for other people who will be carrying out those tasks.
(12) Risk Rating : the simplest form of risk assessment is to rate the remaining risk as high, medium or low, depending on how likely the activity is to cause harm and how serious that harm might be.  

The risk is LOW - if it is most unlikely that harm would arise under the controlled conditions listed, and even if exposure occurred, the injury would be relatively slight.


The risk is MEDIUM -  if it is more likely that harm might actually occur and the outcome could be more serious (eg some time off work, or a minor physical injury.

The risk is HIGH - if injury is likely to arise (eg there have been previous incidents, the situation looks like an accident waiting to happen) and that injury might be serious (broken bones, trip to the hospital, loss of consciousness), or even a fatality.


Schools or administrative directorates may choose to use other rating systems.  Typical amongst these are matrices (of 3x3, 4x4, 5x5 or even more complex) which require the assessor to select a numerical rating for both “likelihood that harm will arise” and “severity of that harm”.   These may give a spurious sense of accuracy and reliability – none are based on quantitative methods.   There are methods of estimating risk quantitatively, and these may be appropriate for complex design of load bearing structures and the like.  Advice on methods of risk assessment is available from HSS.  Whatever system of assessment is adopted, it is essential that the assessor has received suitable training and is familiar with the meaning of the terms (or numbers) used.

(13) Result : this stage of assessment is often overlooked, but is probably the most important.  Assigning a number or rating to a risk does not mean that the risk is necessarily adequately controlled.  The options for this column are:


T = trivial risk.  Use for very low risk activities to show that you have correctly identified a hazard, but that in the particular circumstances, the risk is insignificant. 


A = adequately controlled, no further action necessary.   If your control measures lead you to conclude that the risk is low, and that all legislative requirements have been met (and University policies complied with), then insert A in this column.

N = not adequately controlled, actions required. Sometimes, particularly when setting up new procedures or adapting existing processes, the risk assessment might identify that the risk is high or medium when it is capable of being reduced by methods that are reasonably practicable.  In these cases, an action plan is required.  The plan should list the actions necessary, who they are to be carried out by, a date for completing the actions, and a signature box for the assessor to sign off that the action(s) has been satisfactorily completed.  Some action plans will be complex documents; others may be one or two actions that can be completed with a short timescale.

U = unable to decide. Further information required.  Use this designation if the assessor is unable to complete any of the boxes, for any reason.  Sometimes, additional information can be obtained readily (eg from equipment or chemicals suppliers, specialist University advisors) but sometimes detailed and prolonged enquiries might be required.  Eg is someone is moving a research programme from a research establishment overseas where health and safety legislation is very different from that in the UK.  


For T and A results, the assessment is complete. 

For N or U results, more work is required before the assessment can be signed off. 
(14) 
Action Plan. Include details of any actions necessary in order to meet the requirements of the information in Section 11 ‘Existing measures to control the risk’. Identify someone who will be responsible for ensuring the action is taken and the date by which this should be completed. Put the date when the action has been completed in the final column. 
Result  :  T = trivial, A = adequately controlled, N = not adequately controlled, action required, U = unknown risk

University risk assessment form and guidance notes.
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